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# Svrha, područje primjene i korisnici

Svrha je ovog dokumenta spriječiti neovlašteni pristup mobilnim uređajima koji se nalaze unutar i izvan poslovnih prostora tvrtke.

Ovaj dokument obuhvaća cjelokupni opseg Sustava upravljanja informacijskom sigurnošću (engl. *Information Security Management System – ISMS*), odnosno sve osobe, podatke i opremu koji su obuhvaćeni opsegom ISMS-a.

Korisnici su ovog dokumenta svi zaposlenici tvrtke [naziv tvrtke].

# Referentni dokumenti

* Norma ISO/IEC 27001, mjere A.6.7, A.7.9 i A.8.1
* Politika informacijske sigurnosti
* Politika klasifikacije informacija
* Politika sigurnosti informacijskog sustava

# Uporaba mobilnih uređaja izvan poslovnih prostora

## Uvod

Mobilna računalna oprema uključuje sve vrste prijenosnih računala, mobilnih telefona, pametnih telefona, memorijskih kartica i druge mobilne opreme koja se koristi za pohranu, obradu i prijenos podataka, bez obzira gdje se takva oprema koristi.

Gore navedena oprema može se iznijeti izvan poslovnih prostora tvrtke samo nakon dobivanja odobrenja u skladu s Politikom sigurnosti informacijskog sustava.

## Osnovna sigurnosna pravila za mobilne uređaje

Posebnu pažnju treba obratiti kada se mobilna računalna oprema nalazi u vozilima (uključujući automobile), javnim prostorima, hotelskim sobama, mjestima za sastanke, konferencijskim centrima i drugim nezaštićenim područjima izvan prostora tvrtke.

Osoba koja mobilnu računalnu opremu iznosi izvan poslovnih prostora, mora se pridržavati sljedećih pravila:

* mobilna računalna oprema koja sadrži važne, osjetljive ili kritične informacije ne smije se ostaviti bez nadzora i, ukoliko je moguće, mora biti fizički zaključana ili se moraju koristiti posebne brave za osiguranje opreme
* prilikom korištenja mobilne računalne opreme na javnim mjestima korisnik mora voditi računa da podatke ne mogu pročitati neovlaštene osobe
* ažuriranja zakrpa i drugih postavki sustava izvode se [metoda za zakrpe]
* zaštita od zlonamjernog koda je instalira se i ažurira [metoda za instalaciju programa za zaštitu]
* osoba koja koristi mobilnu računalnu opremu izvan poslovnih prostora odgovorna je za redovitu izradu sigurnosnih kopija podataka [metoda za izradu sigurnosnih kopija]
* …

**\* ZAVRŠETAK OGLEDNOG PREDLOŠKA \***

(Kako biste pristupili potpunoj verziji dokumenta molimo Vas da kupite ISO 27001 paket dokumentacije <https://advisera.com/27001academy/hr/iso-27001-paket-dokumentacije/>)